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NEW QUESTION 1

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intuen. Solution: You configure the
Mobility (MDM and MAM) settings. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 2

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intuen. Solution: You configure the Apple
MDM Push certificate.

Does this meet the goal?

A.Yes
B. No

Answer: B

NEW QUESTION 3

HOTSPOT

You have a Microsoft 365 subscription.

You are configuring permissions for Security & Compliance.

You need to ensure that the users can perform the tasks shown in the following table.

! Name Task |
| Userl Download all Security & Compliance reports |
| User2 Create and manage Security & Compliance

alerts.

The solution must use the principle of least privilege.
To which role should you assign each user? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Userl: L
Records Management
Security Administrator
Security Reader
Supervisory Review

User: ¥
Compliance Administrator
Organization Management
Security Administrator
Security Reader
Supervisory Review

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/permissions-in-the-security-and-compliance-center#mapping-of-role-groups-tHYPERLINK
"https://docs.microsoft.com/en-us/office365/securitycompliance/permissions-in-the-security-and-compliance-center#mapping-of- role-groups-to-assigned-roles'o-
assigned-roles

NEW QUESTION 4

DRAG DROP

You create a Microsoft 36S subscription.

You need to create a deployment plan for Microsoft Azure Advanced Threat Protection (ATP).

Which five actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the
correct order.
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Actions Answer Area

Download the Azure ATP sensor setup package.

|Create a Security & Compliance threat management
{policy.

| Create an Azure Active Directory (Azure AD)

| conditional access policy.

Install sensors.
Create a workspace.
Enter credentials.

Configure the sensor settings.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://blog.ahasayen.com/azure-advanced-threat-protection-deployment/

NEW QUESTION 5
Your company has a Microsoft 365 E5 subscription.
Users in the research department work with sensitive data.

You need to prevent the research department users from accessing potentially unsafe websites by using hyperlinks embedded in email messages and documents.

Users in other departments must not be restricted.
What should you do from the Security & Compliance admin center?

A. Create a data toss prevention (DLP) policy that has a Content is shared condition.
B. Modify the default safe links policy.

C. Create a data loss prevention (DLP) policy that has a Content contains condition.
D. Create a new safe links policy.

Answer: D

Explanation:
References:

https://docs.microsoft.com/en-us/office365/securitycompliance/set-up-atp-safe-links-policies#policies-that-apply-to-specific-email-recipients

NEW QUESTION 6

A user receives the following message when attempting to sign in to https://myapps.microsoft.com: "Your sign-in was blocked. We've detected something unusual
about this sign-in. For example, you might be signing in from a new location device, or app. Before you can continue, we need to verity your identity. Please

contact your admin.”
Which configuration prevents the users from signing in?

A. Microsoft Azure Active Directory (Azure AD) Identity Protection policies
B. Microsoft Azure Active Directory (Azure AD) conditional access policies
C. Security & Compliance supervision policies

D. Security & Compliance data loss prevention (DIP) policies

Answer: B
Explanation:

References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/overview

NEW QUESTION 7
HOTSPOT

You have the Microsoft Azure Active Director (Azure AD) users shown in the following table.
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You create a conditional access policy that has the following settings:

» The Assignments settings are configured as follows:

* Users and groups: Groupl

* Cloud apps: Microsoft Office 365 Exchange Online

« Conditions: Include All device state, exclude Device marked as compliant

* Access controls is set to Block access.

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

NEW QUESTION 8

HOTSPOT

You have several devices enrolled in Microsoft Intune.

You have a Microsoft Azure Active Directory (Azure AD) tenant that includes the users shown in the following table.

Name Member of
Userl Groupl
User2 Groupl, Group2
User3 None
The device type restrictions in Intune are configured as shown in the following table.
Priority Member of Allowed platform Assigned to
1 Policy | Androad, 108, Windows (MDM) Nene
2 Policy2 Windows (MDM) Group2
k] Policy3 Android, 108 Group |
Default All users Android, Windows (MDM) All users

You add User3 as a device enrollment manager in Intune.
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes No
Userl can enroll Windows devices in Intune. (3 P!
User2 can enroll Android devices in Intune. @ @
User3 can enroll 108 devices in Intune. @ @
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A. Mastered
B. Not Mastered

Answer: A
Explanation:
Statements Yes No
Userl can enroll Windows devices in Intune. o )
User2 can enroll Android devices in Intune. (2 (>
User3 can enroll 108 devices in Intune. (2 (2

NEW QUESTION 9

The users at your company use Dropbox to store documents. The users access Dropbox by using the MyApps portal.

You need to ensure that user access to Dropbox is authenticated by using a Microsoft 365 identify. The documents must be protected if the data is downloaded to
an untrusted device.

What should you do?

A. From the Intune admin center, configure the Conditional access settings.

B. From the Azure Active Directory admin center, configure the Organizational relationships settings
C. From the Azure Active Directory admin center, configure the Application proxy settings.

D. From the Azure Active Directory admin center, configure the Devices settings.

Answer: B

NEW QUESTION 10

You use Microsoft System Center Configuration Manager (Current Branch) to manage devices. Your company uses the following types of devices:
*Windows 10

*Windows 8.1

*Android

*i0S

Which devices can be managed by using co-management?

A. Windows 10 and Windows 8.1 only

B. Windows 10, Android, and iOS only

C. Windows 10 only

D. Windows 10, Windows 8.1, Android, and iOS

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/sccm/core/plan-design/choose-a-device-management-solution#bkmk_intune

NEW QUESTION 10

Your company has a Microsoft 365 E3 subscription.

All devices run Windows 10 Pro and are joined to Microsoft Azure Active Directory (Azure AD).

You need to change the edition of Windows 10 to Enterprise the next time users sign in to their computer. The solution must minimize downtime for the users.
What should you use?

A. Windows Autopilot

B. Windows Update

C. Subscription Activation
D. an in-place upgrade

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/windows/deployment/windows-autopilot/windows-autopilot

NEW QUESTION 15

HOTSPOT

Your company is based in the United Kingdom (UK).

Users frequently handle data that contains Personally Identifiable Information (PII).

You create a data loss prevention (DLP) policy that applies to users inside and outside the company. The policy is configured as shown in the following exhibit.
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Mew DLP policy

Review your settings

Choose the information to protect Template name
LLE. Personally Identifiable Infoarmaton (PIT) Data

Name your policy

Policy name Edit
UK Personally identirable Informaton (PL] Data

. Description Edit
Policy settings

Appdi in th i Edit
@ Review your settings pplies to content in these locations

Exchange email
SharePoint sites
OneDrive accounts

Policy settings Edit

I¥ the content contadng these types of tensitrve infior LLK
MNatonal Insurance Number [NINCILLS. # UK. Passport Mumber
then notify people with a policy tip and emall message.

If there are at least 10 instances of the same type of sensitive

info, block access to the content and send an incdent report
Wilh & r'-ll_'||'| seventy evel but allow people 1o ovennde.

Turn peficy on after it's created?

Yes

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

If a user attempts to upload a document to a Microsoft SharePoint =
site, and the document contains one UK passport number, the allowed
document will be [answer choice]. blocked without warning

blocked, but the user can override the policy

If a user attempts to email 100 UK passport numbers to a user in v
the same company, the email message will be [answer choice]. |allowed

blocked without warning

blocked, but the user can override the policy

A. Mastered
B. Not Mastered

Answer: A
Explanation:
References:

https://docs.microsoft. HYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies"com/en-
us/office365/securitycompliance/data-loss-prevention-policies

NEW QUESTION 17

HOTSPOT
You have retention policies in Microsoft 365 as shown in the following table.
Name Location
Policyl OneDrive accounts
Policy2 Exchange email, Exchange public folders, Office 365 groups,
OneDrive accounts, SharePoint sites

Policyl is configured as shown in the Policyl exhibit. (Click the Policyl tab.)
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Decide if you want to retain content, delete it, or both

D o weand B0 retain content 7

P
L J Yei | m@anl 1o netiaen d

:ﬂ: Mo il delete contienl Ml 1 oltes thar

Daedefe e ¢ omilen] Buaied of wihen f vl Credled
Meed more opons T

L edvaildd Plentadd ritengs

e

Policy2 is configured as shown in the Policy2 exhibit. (Click the Policy2 tab.)
Decide if you want to retain content, delete it, or both

Do you want to retain content?

Retam the content basead o " i y i ¥

Mered more optons?

) M Py e relenlEnn et
-

B Pt
|

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.
Statements Yes 1
If a user creates a file in Microsoft OneDrive on January 1, 2018, O
users will be able to access the file on January 15, 2020.

=]

O

If a user deletes a Microsoft OneDrive file that was created on O O
January 1, 2018, an administrator will be able to recover the file on
April 15, 2020.

If a user deletes a Microsoft OneDrive file that was created on ) O
January 1, 2018, an administrator will be able to recover the file on
April 15, 2023,

A. Mastered
B. Not Mastered

Answer: A

Explanation:

References:

httpsHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies#the-principles-of-retention-or-what-takes-
precedence"://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies#the-principles-of-retention-or-what-takes- precedence

NEW QUESTION 22

HOTSPOT

You have a Microsoft 365 subscription.

You have a group named Support. Users in the Support group frequently send email messages to external users.

The manager of the Support group wants to randomly review messages that contain attachments. You need to provide the manager with the ability to review
messages that contain attachments sent from the Support group users to external users. The manager must have access to only 10 percent of the messages.
What should you do? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.
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To meet the goal for the manager, create:

To review the messages, the manager must use:

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

¥

A label policy

A retention policy
A supervisor policy
An alert policy
MvAnalytics

Y

A message trace
An eDiscovery case
MyAnalvtics
Outlook Web App

https://docs.microsoft.com/en-us/office365/securitycompliance/supervision-policies

NEW QUESTION 26
You have a Microsoft 365 subscription.

You need to view the IP address from which a user synced a Microsoft SharePoint library.

What should you do?

A. From the SharePoint admin center, view the usage reports.
B. From the Security & Compliance admin center, perform an audit log search.

C. From the Microsoft 365 admin center, view the usage reports.

D. From the Microsoft 365 admin center, view the properties of the user’s user account.

Answer: B

Explanation:
References:

https://docs.microsoft.com/enHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance"-
us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance

NEW QUESTION 29
HOTSPOT
You have a Microsoft 365 tenant.

You plan to create a retention policy as shown in the following exhibit.

Create a policy to retain what you
nt and get r what you

don't

@ Name your policy Policy name
contoso
@ Settings
Description

Q Choose locations

@ Review your settings

Sertings

Bax

Retention period
Don’t retain content, but delete it if it's older than 7 years

Review your settings

Applies 1o content in these locations
Exchange email
Onelrive accounts
SharePoint sites
Office 365 groups

Content that's currently older that this will be deleted after
you turn on the policy

oer latier Croate thiz policy

It will take up to 1 day to apply the retention policy to the locations you chose.

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.

NOTE: Each correct selection is worth one point.
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Microsoft SharePoint files that are affected by b
the policy will be [answer choice]. recoverable for up to seven years

deleted seven vears after they were created

retained for only seven years from when they were created

Omnce the policy is created. [answer choice]. ¥
some data may be deleted immediately

data will be retained for 2 mininum of seven yvears

users will be prevented from permanentlv deleting email messages for seven vears

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Microsoft SharePoint files that are affected by ki
the policy will be [answer cholee]. recoverable for up to seven years
deleted seven vears after they were created
retained for onlv seven vears from when they were created
Onee the policy is created, [answer choice]. ¥

some data may be deleted immediately
data will be retained for a minimum of seven years
users will be prevented from permanently deleting email messages for seven vears

NEW QUESTION 31
You deploy Microsoft Azure Information Protection.

You need to ensure that a security administrator named SecAdminl can always read and inspect data protected by Azure Rights Management (Azure RMS).
What should you do?

A. From the Security & Compliance admin center, add Userl to the eDiscovery Manager role group.

B. From the Azure Active Directory admin center, add Userl to the Security Reader role group.

C. From the Security & Compliance admin center, add Userl to the Compliance Administrator role group.
D. From Windows PowerShell, enable the super user feature and assign the role to SecAdmin1.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/azure/information-protection/configure-super-users

NEW QUESTION 34

You create a new Microsoft 365 subscription and assign Microsoft 365 E3 licenses to 100 users. From the Security & Compliance admin center, you enable
auditing.

You are planning the auditing strategy.

Which three activities will be audited by default? Each correct answer presents a complete solution. NOTE: Each correct selection is worth one point.

A. An administrator creates a hew Microsoft SharePoint site collection.
B. An administrator creates a new mail flow rule.

C. A user shares a Microsoft SharePoint folder with an external user.
D. A user delegates permissions to their mailbox.

E. A user purges messages from their mailbox.

Answer: ABC

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-andcompliance?redirectSourcePath=%25HYPERLINK "https://docs.
microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-
andcompliance?redirectSourcePath=%2farticle%2f0d4d0f35-390b-4518-800e-0c7ec95e946¢"2farticle%252f0d4d0f35-390b-4518-800e-0c7ec95e946¢

NEW QUESTION 39
From the Security & Compliance admin center, you create a content export as shown in the exhibit. (Click the Exhibit tab.)
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SharePoint Content_Export

&  Restart report ‘ [ + Download report ] [ ] Delete
Status:
The export has completed. You can start downloading the
results.

Items included from the search:
All items, excluding ones that have unrecognized format, are
encrypted, or weren't indexed for other reasons.

Exchange content format:
One PST file for each mailbox.

De-duplication for Exchange content:
Mot enabled.

SharePoint document versions:
Included

Export files in a compressed (zipped) folder:
Yes

The export data was prepared within region:
Default region

Feedback

What will be excluded from the export?

A. a 60-MB DOCX file
B. a 5-MB MP3 file
C. a 10-MB XLSX file
D. a 5-KB RTF file

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/export-a-content-search-report

NEW QUESTION 42

Your company has 5,000 Windows 10 devices. All the devices are protected by using Windows Defender

Advanced Threat Protection (ATP).

You need to view which Windows Defender ATP alert events have a high severity and occurred during the last seven days.
What should you use in Windows Defender ATP?

A. the threat intelligence API
B. Automated investigations
C. Threat analytics

D. Advanced hunting

Answer: B

Explanation:

References:
https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-atp/investigate-alertswindows-defender-advanced-threat-protection
https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-atp/automatedinvestigations-windows-defender-advanced-threat-protection

NEW QUESTION 46
HOTSPOT
You configure an anti-phishing policy as shown in the following exhibit.
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Policy setting

Impersanation

Policy name
Deseription
Applied to

Users to protect

Protect all domains | ewn
Protect specific domains

Action > User impersonation
Action = Domain impersonation
Safety tips > User impersonation

Managers

If the email is sent to:
InvinS@MI65x289755.OnMicrosoft.com
MirlamGEM365x2897 55.0nMicrosoft.com

Except if the email is sent to member of:
test T @MI65x2897 55, OnMicrosoftcom

0On - 3 User(s) specified

On

On - 2 Domain(s) specified

hove message to the recipients” Junk Email folders
Delete the message before it's delivered

Off

Safety tips > Domain impersonation Off

Safety tips > Unusual characters Off

Mailbox intelligence Off
Spoof Enable antispoofing protection On

Action Quarantine the message
Advanced settings Advanced phishing thresholds 3 - More Aggressive

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.

NOTE: Each correct selection is worth one point.

If a message is identified as a domain impersonation, v
[answer choice]. the message is delivered to the Inbox folder

the message is moved to the Deleted Items folder
the messages are moved to the Junk Email folder

To reduce the likelihood of the impersonation policy v
generating false positives, configure [answer choice]. | Advanced phishing thresholds
Domain impersonation

Enable antispoofing protection
Mailbox intelligence

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/office365/securitycompliance/set-up-anti-phishing-policies#learn-about-HYPERLINK "https://docs.microsoft.com/en-
us/office365/securitycompliance/set-up-anti-phishing-policies#learn-about-atp-anti-phishing-policy-options"atp-anti-phishing-policy-options

NEW QUESTION 48

You have a Microsoft 365 tenant.

All users are assigned the Enterprise Mobility + Security license.

You need to ensure that when users join their device to Microsoft Azure Active Directory (Azure AD), the
device is enrolled in Microsoft Intune automatically.

What should you configure?

A. Enrollment restrictions from the Intune admin center

B. device enrollment managers from the Intune admin center

C. MAM User scope from the Azure Active Directory admin center
D. MDM User scope from the Azure Active Directory admin center

Answer: D
Explanation:

References:
https://docs.microsoft.com/en-us/intune/windows-enroll

NEW QUESTION 49
HOTSPOT
You create two device compliance policies for Android devices as shown in the following table.
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"~ Name ~ Member of A[i_iu_wﬂ p!;ifnm L ;Eslglrd to
N Policyl Androwd. 105, Windows (MDM) | None
2 Policy2 Windows (MDM) Group2
3 Policy Androud, 105 Group!l
Default All users Andrond, Windows (MDM) All users
You have the Android devices shown in the following table.
~ Name User Configuration
Android1 Userl Not encrypted
Android2 | User2 Google Play services not configured
Androidd | User3 Not encrypted
Google Play services configured
The users belong to the groups shown in the following table.
User Group
Userl Groupl
User2 Groupl, Group2
User3 Group?2

The users enroll their device in Microsoft Intune.
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements

The device of Userl is compliant.
The device of User2 is compliant.

The device of User3 is compliant.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

Yes

@
O

O

No
O
O

Q

https://docs.microsoft.com/en-us/intune-user-help/enroll-your-device-in-intune-android

NEW QUESTION 51

Your company uses Microsoft System Center Configuration Manager (Current Branch) and Microsoft Intune to co-manage devices.
Which two actions can be performed only from Intune? Each correct answer presents a complete solution.

NOTE: Each correct selection is worth one point.

A. Deploy applications to Windows 10 devices.
B. Deploy VPN profiles to iOS devices.
C. Deploy VPN profiles to Windows 10 devices.
D. Publish applications to Android devices.

Answer: BD

Explanation:
References:

https://docs.microsofHYPERLINK "https://docs.microsoft.com/en-us/sccm/comanage/overview'"t.com/en-us/sccm/comanage/overview
https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/create-vpn-profiles

NEW QUESTION 53

You configure a conditional access policy. The locations settings are configured as shown in the Locations exhibit. (Click the Locations tab.)
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Control user access based on their physical
location. Learn more,

Configure @

Include Exclude

Any location
# All trusted locations
Selected locations

The users and groups settings are configured as shown in the Users and Groups exhibit. (Click Users and Groups tab.)

X
Users and groups

Include Exclude

Mone
All users
®) Select users and groups

Security reader W

Users and groups

Members of the Security reader group report that they cannot sign in to Microsoft Active Directory (Azure AD) on their device while they are in the office.

You need to ensure that the members of the Security reader group can sign in in to Azure AD on their device while they are in the office. The solution must use the
principle of least privilege.

What should you do?

A. From the conditional access policy, configure the device state.

B. From the Azure Active Directory admin center, create a custom control.
C. From the Intune admin center, create a device compliance policy.

D. From the Azure Active Directory admin center, create a named location.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition

NEW QUESTION 55

You have computers that run Windows 10 Enterprise and are joined to the domain.

You plan to delay the installation of new Windows builds so that the IT department can test application
compatibility.

You need to prevent Windows from being updated for the next 30 days.

Which two Group Policy settings should you configure? Each correct answer presents part of the solution.
NOTE: Each correct selection is worth one point.

A. Select when Quality Updates are received

B. Select when Preview Builds and Feature Updates are received
C. Turn off auto-restart for updates during active hours

D. Manage preview builds

E. Automatic updates detection frequency

Answer: BD
NEW QUESTION 60
Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the

stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.
After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.
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You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intune. Solution: You create the Mobility
(MDM and MAM) settings. Does this meet the goal?

A. Yes
B. No

Answer: B
NEW QUESTION 65

HOTSPOT
You have a Microsoft Azure Activity Directory (Azure AD) tenant contains the users shown in the following table.

Name Member of
Userl Groupl
User2 Group2
User3 Group3

Group3 is a member of Groupl.
Your company uses Windows Defender Advanced Threat Protection (ATP). Windows Defender ATP contains the roles shown in the following table.

Name Permission Assigned nser group
| Windows Defender ATP | View data, Alerts investigation, Active | None
administrator (default) remediation actions, Manage security
| | setungs =
| Rolel View data, Alerts investigation Group
| Role2 View data Group2

Windows Defender ATF contains the device groups shown in the following table.

Rank Machine group Machine User access
1 ATPI Devicel Groupl
Last Ungrouped machines (default) | Device2 Group2
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes No
Userl can run an antivirus scan on Device2. P! P!
User2 can collect an investigation package from Device2. @ @
User3 can isolate Devicel. (3 P!

A. Mastered
B. Not Mastered

Answer: A
Explanation:
References:

https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-HYPERLINK "https://docs.microsoft.com/en-us/windows/security/threat-
protection/windows-defender-atp/user-roles-windows-defender-advanced-threat-protection"defender-atp/user-roles-windows-defender-advanced-threat-protection

NEW QUESTION 67

HOTSPOT
You have the Microsoft Azure Active Directory (Azure AD) users shown in the following table.
Name Member of
Userl Groupl
User2 Group2

Your company uses Microsoft Intune.
Several devices are enrolled in Intune as shown in the following table.

| Name Platform BitLocker Drive Encryption | Member of

______ ) _ (BitLocker) | ISR
| Devicel | Windows 10| Disabled | Group3 |
Device2 Windows 10 | Disabled [ Groupd -

The device compliance policies in Infune are configured as shown in the following table.

Name Require BitLocker Assigned to
Policyl Not configured Group3
Policy2 Require Group4

You create a conditional access policy that has the following settings: The Assignments settings are configured as follows:

Users and groups: Groupl

Cloud apps: Microsoft Office 365 Exchange Online

Conditions: Include All device state, exclude Device marked as compliant Access controls is set to Block access.

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.
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Statements Yes No
Userl can access Microsoft Exchange Online from Devicel. () (2
Userl can access Microsoft Exchange Online from Device2. P (o
User2 can access Microsoft Exchange Online from Device2. (o (o
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Statements Yes

Q

Userl can access Microsoft Exchange Online from Devicel.

Userl can access Microsoft Exchange Online from Device2.

O
@ 8@ 0%

User2 can access Microsoft Exchange Online from Device2. ()

NEW QUESTION 72

Your company uses on-premises Windows Server File Classification Infrastructure (FCI). Some documents on the on-premises file servers are classified as
Confidential.

You migrate the files from the on-premises file servers to Microsoft SharePoint Online.

You need to ensure that you can implement data loss prevention (DLP) policies for the uploaded file based on the Confidential classification.

What should you do first?

A. From the SharePoint admin center, configure hybrid search.

B. From the SharePoint admin center, create a managed property.

C. From the Security & Compliance Center PowerShell, run the New-DataClassification cmdlet.
D. From the Security & Compliance Center PowerShell, run the New-DIpComplianceRule cmdlet.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/powershell/module/exchange/policy-and-compliance-dlp/newdataclassification?view=exchange-ps

NEW QUESTION 76

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You need to prevent users from accessing your Microsoft SharePoint Online sites unless the users are connected to your on-premises network.

Solution: From the Azure Active Directory admin center, you create a trusted location and a conditional access policy.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:

References:

https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition https://techcommunity.microsoft.com/t5/Microsoft-SharePoint-
Blog/Conditional-Access-in-SharePoint-Onlineand-OneDrive-for/ba-p/46678

NEW QUESTION 80

You have a Microsoft 365 subscription.

You recently configured a Microsoft SharePoint Online tenant in the subscription. You plan to create an alert policy.

You need to ensure that an alert is generated only when malware is detected in more than five documents stored in SharePoint Online during a period of 10
minutes.

What should you do first?

A. Enable Microsoft Office 365 Cloud App Security.

B. Deploy Windows Defender Advanced Threat Protection (Windows Defender ATP)
C. Enable Microsoft Office 365 Analytics.

Answer: B

NEW QUESTION 85
You have a Microsoft 365 subscription.

The Leader of IT Certification visit - https://www.certleader.com



CertLeader-m 100% Valid and Newest Version MS-101 Questions & Answers shared by Certleader

Toader of IT Cortifications https://www.certleader.com/MS-101-dumps.html (146 Q&As)

You plan to enable Microsoft Azure Information Protection.
You need to ensure that only the members of a group named PilotUsers can protect content. What should you do?

A. Run the Add-AadrmRoleBasedAdministrator cmdlet.

B. Create an Azure Information Protection policy.

C. Configure the protection activation status for Azure Information Protection.
D. Run the Set-AadrmOnboardingControlPolicy cmdlet.

Answer: D
Explanation:

References:
https://docs.microsoft.com/en-us/azure/information-protection/activate-service

NEW QUESTION 86
HOTSPOT

Your company has a Microsoft 365 subscription that uses an Azure Active Directory (Azure AD) tenant named contoso.com. The company stores 2 TBs of data in

SharePoint Online document libraries. The tenant has the labels shown in the following table.

Name Type
| Label? Sensitraty label
| LabelZ Retention label
| Label3 Azure Information Protection label
Statements Yeu No

Labell can now be used a5 3 sensitnaty label or an Azure Information
Protecton labed

Label2 can now be used as a retention label or an Azure Information
Protection label

Labell can now De wed a5 & sensitnity Labed or an Azure Information

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Angwer Area
Statements Yes No

Labell can now be used as a sensitivity label or an Azure Informabon .
Protechon label
Label2 can now be used as a retention label or an Azure Information .
Protection label
Labell can now be used a5 a sensitivity label or an AZure Informaton L

NEW QUESTION 89

You need to meet the compliance requirements for the Windows 10 devices. What should you create from the Intune admin center?

A. a device compliance policy
B. a device configuration profile
C. an application policy

D. an app configuration policy

Answer: D
NEW QUESTION 94

HOTSPOT
You need to meet the Intune requirements for the Windows 10 devices.

What should you do? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

Settings to configure in Azure AD: v
Device settings

Mobility (MDM and MAM)
Organizational relationships
User settings

Settings to configure in Intune: -

Device compliance

Device configuration

Device enrollment

Mobile Device Management Authority

A. Mastered
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B. Not Mastered
Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/intune/windows-enroll

NEW QUESTION 99
You need to ensure that the support technicians can meet the technical requirement for the Montreal office mobile devices.
What is the minimum of dedicated support technicians required?

00w
w~N P

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/enroll-devices-with-device-enroliment- manager

NEW QUESTION 104
You need to meet the technical requirement for the EU PII data. What should you create?

A. a retention policy from the Security & Compliance admin center.

B. a retention policy from the Exchange admin center

C. a data loss prevention (DLP) policy from the Exchange admin center

D. a data loss prevention (DLP) policy from the Security & Compliance admin center

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies

NEW QUESTION 106

DRAG DROP

You need to meet the requirement for the legal department

Which three actions should you perform in sequence from the Security & Compliance admin center? To answer, move the appropriate actions from the list of
actions to the answer area and arrange them in the correct order.

Actions Answer Area

Create a data loss prevention (DLP) policy.

Create an eDiscovery case.

Create a label.

Run a content search.

Create a label policy.

Ereate a hold.

Assign eDiscovery permissions.

Publish a label.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://www.sherweb.com/blog/edisHYPERLINK "https://www.sherweb.com/blog/ediscovery-office-365/"covery-office-365/

NEW QUESTION 108

HOTSPOT

You need to meet the technical requirement for log analysis.

What is the minimum number of data sources and log collectors you should create from Microsoft Cloud App Security? To answer, select the appropriate options in
the answer area.

NOTE: Each correct selection is worth one point.
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Minimum number of data sources:

v

O LD

Minimum number of log collectors:

(o WLES B

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/cloud-app-security/discovery-docker

NEW QUESTION 113
Which report should the New York office auditors view?

A. DLP policy matches

B. DLP false positives and overrides
C. DLP incidents

D. Top Senders and Recipients

Answer: C

Explanation:
References:

https://docs.microsoft.com/en-us/office365/sHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-

policies"ecuritycompliance/data-loss- prevention-policies

NEW QUESTION 118
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